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Abstract—Multisensor anomaly detection plays a crucial
role in several applications, including industrial monitor-
ing, network-intrusion detection, and healthcare monitoring.
However, the task poses significant challenges due to the
presence of massive unlabeled data, the difficulty of iden-
tifying normal patterns in the spatio-temporal data, and the
inherent complexity of defining an anomaly. Moreover, noisy
sensor measurements could potentially result in models erro-
neously detecting noise as an anomaly, and the existence of
different types of anomalies adds to the complexity. Existing
multisensor anomaly detection methods are mostly designed
for labeled datasets and often disregard crucial factors such
as spatio-temporal dependencies, noise presence in training
data, and the existence of multiple types of anomalies; thus, their applicability is limited. In this article, we propose a
novel framework called multiobjective transformer networks for anomaly detection (MTAD) that leverages the power of
transformer architectures and optimal truncated singular value decomposition (OT-SVD) for robust unsupervised mul-
tisensor anomaly detection. MTAD comprises a multihead transformer encoder for effective time series representation
learning, a convolutional decoder for reconstruction, and a memory network for predictive analysis. The model processes
denoised (via OT-SVD) input through the network and computes both reconstruction and prediction losses. MTAD jointly
optimizes the modules in an end-to-end mechanism to minimize the combined weighted loss. We compare MTAD with
other state-of-the-art methods using several metrics and demonstrate that our approach outperforms existing solutions.
Furthermore, we conducted an ablation to demonstrate the contribution of each module to the overall performance.

Index Terms— Multiobjective training, multisensor anomaly detection, optimal truncated singular value decomposition
(OT-SVD), transformer encoders, unsupervised learning.

I. INTRODUCTION

ANOMALY detection in multisensor systems has gained
significant importance across various domains, such as

industrial monitoring [1], [2], network-intrusion detection [3],
[4], wireless sensor networks [5], medical applications [6],
and autonomous vehicles [7]. Multisensor systems generate
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complex, high-dimensional (multivariate) data streams that
capture the temporal evolution of several physical parameters,
potentially enabling anomaly detection and system behavior
prediction. In industrial applications, multisensor anomaly
detection is crucial for health or safety monitoring of industrial
systems such as manufacturing processes, power plants, and
oil refineries. Detecting anomalies can help to identify system
faults, predict equipment failures, and improve overall oper-
ational efficiency. Similarly, in network-intrusion detection,
anomaly detection algorithms can identify unusual network
traffic patterns or user behavior that may indicate a potential
cyber-attack. The continuous collection of massive multi-
sensor data led to the development of several data-driven
machine learning methods for anomaly detection. These tech-
niques are implemented through supervised, semi-supervised,
or unsupervised learning modes [8]. The first two approaches
face several challenges including the limited availability of
labeled data in real-world scenarios. Furthermore, supervised
and semi-supervised approaches are specialized in recognizing
specific anomalies from training data and are likely to fail
to detect new types. Dynamic environments require periodic
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retraining with new labeled data, and data scarcity can lead
to overfitting and limited generalization. As a result of these
challenges, unsupervised anomaly detection techniques are
increasingly gaining importance in multisensor anomaly detec-
tion [9]. These methods utilize unlabeled data, cope well
with imbalanced data problems, detect previously unobserved
anomalies, and effectively adapt to non-static environments
where data distributions are changing.

A. Related Work
Unsupervised anomaly detection methods can be catego-

rized into three groups: 1) conventional methods relying
on classical statistical and/or machine learning algorithms;
2) deep neural network (DNN) methods; and 3) hybrid models
combining approaches from the two previous groups [9].

Conventional methods include autoregressive models [10],
control charts [11], discord search [12], and clustering
(K -means, DBSCAN, LOF) [13], [14], [15]. Their main
advantages are simplicity and interpretability. However, they
often struggle with high dimensionality and nonlinearities,
thus their effectiveness in complex multisensor environments
is limited.

DNN-based models utilize recurrent neural networks
(RNNs) [16], [17], [18], [19], convolutional neural networks
(CNNs) [20], [21], autoencoders [22], [23], [24], [25], gen-
erative adversarial networks [26], [27], and graph neural
networks [28], [29]. These methods excel at capturing complex
nonlinear interactions and temporal correlations. However,
their main disadvantage is the requirement for large datasets
and high computational resources. Also, they often exhibit
limited interoperability.

Hybrid models combine conventional statistical methods
and machine learning with deep learning for robust anomaly
detection. Examples include long short-term memory networks
with variational autoencoders [30], OmniAnomaly [31], multi-
scale convolutional recurrent encoder–decoder networks [32],
deep autoencoding Gaussian mixture models (DAGMMs) [33],
and adversely trained autoencoders [34]. Hybrid models can
be complex to implement and require careful tuning to achieve
optimal results. These models mostly employ CNNs and RNNs
for spatio-temporal representation learning, though sequential
input makes RNNs training slow and long-term representations
are challenged by vanishing-gradient problems. Transformer
models [35] are capable of dealing effectively with both
issues via multihead self-attention mechanisms that enable
parallel sequence processing and have become state-of-the-
art for sequential modeling of multisensor time series. As a
result, several transformer-based models have been proposed
for anomaly detection [36], [37], [38], [39], [40], [41], [42],
[43], [44].

B. Challenges and Paper Contribution
Although several unsupervised multisensor anomaly detec-

tion algorithms have been proposed over the years, significant
challenges are still relevant and require improved approaches.

1) Detection of Multiple Types of Anomalies: Anomalies in
sensor measurements can be point, contextual, or sub-sequence

(collective) anomalies. Point anomalies occur when a single
sensor measurement significantly deviates from the rest, often
due to unreliable sensors or localized operational issues.
Contextual anomalies involve unusual measurements within a
specific context. Collective anomalies involve sub-sequences
of sensor measurements behaving differently, making detection
difficult for conventional methods. Existing methods often
identify a single type of anomaly, thus limiting their broad
applicability.

2) Noise Removal From Normal Training Data: In many real-
world scenarios, sensor measurements are inherently noisy,
leading to a higher rate of false positives (FPs) where noise is
mistaken for anomalies. Noise can distort the actual underlying
structure of the data, making it difficult for unsupervised
algorithms to model normal behavior accurately. Noise in
multisensor anomaly detection is often overlooked.

3) Spatio-Temporal Correlation: Spatio-temporal data
involves both temporal (recorded over time) and spatial
(recorded across different sensors or locations) correlation
(or more generally, nonlinear dependencies). Since anomalies
frequently display unique patterns among multiple sensor
measurements, identifying these correlations is crucial.

However, several approaches treat sensor readings indepen-
dently, which significantly reduces their effectiveness.

4) Multiple Anomaly Scoring and End-to-End Training: Mul-
tiple anomaly scoring allows the detection of different types
of anomalies that a single scoring approach might miss.
Implementing an end-to-end training approach with multiple
scoring methods simplifies the training process, avoids local
optima, and enhances performance. However, most of the
algorithms are based on single anomaly scoring and disjoint
training, which compromises the performance of the models.

To address the aforementioned issues, we propose a novel
framework named multiobjective transformer networks for
unsupervised multisensor anomaly detection (MTAD). The
proposed method processes the noisy input using a denoising
approach based on singular value decomposition (SVD) analy-
sis and combines two networks focusing on reconstruction and
prediction, respectively. The framework jointly optimizes the
networks in an end-to-end approach with the goal of minimiz-
ing the combined reconstruction loss and prediction loss. This
comprehensive training strategy improves the performance of
the anomaly detection model, addressing issues that often limit
other methods.

Specifically, our contribution is summarized as follows.
1) We proposed a novel modular framework called MTAD

that employs an encoder–decoder-memory network
designed to identify multiple types of anomalies in
sensor measurements effectively. MTAD incorporates a
reconstruction network for detecting point anomalies and
a predictive memory network for detecting sub-sequence
anomalies.

2) We designed MTAD to effectively handle noisy sen-
sor measurements by using optimal truncated SVD
(OT-SVD).

3) The proposed framework employs a multihead
self-attention network to manage spatio-temporal
correlations between sensors effectively, thereby

Authorized licensed use limited to: Norges Teknisk-Naturvitenskapelige Universitet. Downloaded on June 17,2024 at 07:53:34 UTC from IEEE Xplore.  Restrictions apply. 



20256 IEEE SENSORS JOURNAL, VOL. 24, NO. 12, 15 JUNE 2024

improving its ability to detect anomalies that display
irregular patterns.

4) The MTAD framework merges multiple anomaly scoring
techniques in an end-to-end training procedure for robust
anomaly detection.

5) We performed an extensive performance comparison
with several other state-of-the-art methods using various
publicly available datasets.

The rest of the article is structured as follows: Section II
describes the proposed model and the mathematical tools
behind its design; Section III presents the experimental setup
and the datasets; while Section IV illustrates the performance
analysis and related discussion; finally, conclusions and future
research directions are given in Section V.

II. PROPOSED METHOD

In this section, we present the problem statement and
provide a detailed description of the MTAD architecture,
along with the mathematical theory of OT-SVD. Furthermore,
we present combined scoring and end-to-end optimization
approaches employed by MTAD. Finally, we describe the
training and inference algorithms for implementing the MTAD
model.

A. Problem Statement
We consider a system with S sensors and denote xk[n] ∈

R the measurement of the kth sensor at discrete time n.
The measurement vector x[n] = (x1[n], x2[n], . . . , xS[n])T

∈

RS collects all the measurements at discrete time n, and
the entire set of measurement vectors related to N discrete
times steps is arranged into the measurement matrix X =
(x[1], x[2], . . . , x[N ]) ∈ RS×N .

In the context of unsupervised methods, we assume that
a training measurement matrix (X train) is available and is
representative of the system behavior under normal conditions.
The training process aims to create an accurate representation
G(·) that captures the normal behavior of the system. For
performance evaluation, a testing measurement matrix (X test ∈

RS×M ) with M ≪ N is available. The testing measurement
matrix includes data related to both normal and anomalous
conditions. Additionally, we assume that side information
(labels) for the testing measurement matrix is available in the
form of the label vector y = (y1, y2, . . . , yM)T , with ym = 1
(resp. ym = 0) denoting the presence (resp. absence) of an
anomaly at discrete time m. The objective of the model is to
find a representation such that ŷ = F(X test) closely resembles
the vector y according to a predefined metric.

B. Architecture Overview
The proposed framework introduces a novel and modular

twofold architecture based on prediction and reconstruction
tasks, addressing the challenges of unsupervised anomaly
detection in multisensor systems. The MTAD architecture is
depicted in Fig. 1 and consists of four key components: 1) a
stack of transformer encoders for capturing spatio-temporal
patterns; 2) a convolutional decoder for the reconstruction
task; 3) a prediction network for the predictive task; and

Fig. 1. MTAD architecture.

Fig. 2. Input structure.

4) a fusion-based detector for anomaly detection combining
the anomaly scores from both reconstruction and prediction
tasks. With reference to the generic measurement xk[n], three
different estimates are produced within the architecture: 1) by
the convolutional decoder, denoted x̂k[n]; 2) by the prediction
network, denoted x̌k[n]; and 3) by the OT-SVD block, denoted
x̃k[n]. Estimated measurement and vector and matrices are
then denoted accordingly.

The system operates on the basis of a sliding-window
mechanism collecting sensor measurements. We denote Xn =

(x[n], x[n − 1], . . . , x[n − L + 1]) ∈ RS×L the system input
at discrete time n, where L represents the window size. The
structure of the input and the window is shown in Fig. 2. The
input Xn undergoes the following processing steps within the
MTAD framework.

1) The transformer encoders generate a latent repre-
sentation Zn , capturing the underlying patterns and
dependencies in the input data.

2) The latent representation Zn is fed into the convolutional
decoder, which produces an estimated version of the
system input, denoted as X̂n ∈ RS×L .

3) The prediction network utilizes the latent representation
Zn to generate a one-step-ahead prediction of the mea-
surement vector, denoted as x̌n+1 ∈ RS×1.

4) Partial anomaly scores for both reconstruction and pre-
diction tasks are computed and combined into the global
anomaly score.

The proposed system is trained with reference to the archi-
tecture shown in Fig. 3. The design of MTAD is motivated
by the concept of denoising autoencoders. However, unlike
traditional denoising autoencoders that intentionally add noise
to the noiseless input data, MTAD assumes that the sensor
measurements inherently contain noise. A denoising block is
introduced to build a reference signal from the system input.
More specifically, during the training procedure, the sensor
measurements are processed via an OT-SVD block to produce
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Fig. 3. MTAD training architecture.

reference signals for the reconstruction and prediction tasks,
denoted X̃n ∈ RS×L and x̃n+1 ∈ RS×1, respectively.

MTAD is basically composed of two networks operating
together, and the total loss (L) is calculated as a linear
combination of their individual losses (Lrec and Lpred); thus,
the proposed system can optimize and trade-off reconstruction
accuracy and prediction accuracy, facilitating the detection
of different types of anomalies in sensor measurements. The
reconstruction loss Lrec and the prediction loss Lpred are
computed using the reference signals for the reconstruction
X̃n and for the prediction x̃n+1, respectively, paired with
the corresponding outputs from the convolutional decoder
and prediction network. These losses are linearly combined
(α and β denote the weights) to improve the model’s ability
to reconstruct the input data accurately and make reliable
predictions. This fusion strategy allows MTAD to inherit
the strengths of transformer-based representation learning,
denoising techniques, and multinetwork loss computation,
thus offering a robust and effective solution for unsupervised
anomaly detection in multisensor systems.

C. Description of the Individual Blocks
1) Transformer Encoders: The first block plays a crucial

role in the proposed framework by capturing the intricate
spatio-temporal patterns in multisensor data. As shown in
Fig. 4, it consists of a stack of LT transformer-encoder
modules (we denote T (·) the mathematical operator repre-
senting the individual transformer encoder), each composed
of multihead self-attention mechanism, position-wise feed-
forward networks, and normalization layers with residual
connections. In contrast to recurrent networks, transformer
networks process the inputs in parallel, resulting in loss
of sequential information, thus positional encoding, via use
of a positional encoding matrix P matrix, is required to
avoid it [35]. We define the query, key, and value matrices
as Qi = (Xn + P)WQ,i , K i = (Xn + P)WK,i , and
V i = (Xn + P)WV,i , respectively, where WQ,i ∈ RS×(S/H),
WK,i ∈ RS×(S/H), and WV,i ∈ RS×S contain the learned
weights for the i th attention head, and H denotes the number
of heads. It is worth noticing that the model dimension and
the value dimension equal the number of sensors (S). Then,

Fig. 4. Transformer encoders.

an attention score (Ai ) is computed for each head according to
the standard procedure based on matrix multiplication, scaling,
and column-wise Softmax normalization (details are found
in [35]).

In the multihead attention mechanism, multiple scaled-dot
attention operations are employed in parallel by splitting the
projected vectors into different heads. This enables the model
to focus on different positions in the input sequence simulta-
neously, capturing different aspects of the input sequence: the
model learns separate weight matrices for each attention head.
The outputs from all attention heads are then concatenated
and linearly transformed to give the output of the multihead
attention layer

A = Concat(A1, . . . , AH )WO (1)

where WO ∈ RH S×S is the output projection weight matrix.
The output of the multihead self-attention mechanism is

added to the initial input and then processed through the
normalization layer. Then, a position-wise feed-forward neural
network (FFNN) is applied to capture complex nonlinear
behavior and finally an analogous block with input addition
plus normalization layer is employed. The normalization layer
helps with stability during the learning process by normalizing
the inputs across the features instead of across the batch and
reducing the co-variate shift problem.

The relation between the input sequence (Xn) and the
output sequence (Zn) in a block with LT transformer-encoder
modules may be represented as

Zn = T LT (Xn + P). (2)
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2) Convolutional Decoder: The convolutional decoder in
the MTAD framework is designed to reconstruct the input
sequence from the latent feature representation produced
by the stack of transformer-encoder modules. The decoder
employs a 1-D convolutional network to perform this
reconstruction (we denote C(·) the mathematical operator rep-
resenting the 1-D convolutional network). The filters traverse
in one direction on the latent matrix (Zn), performing a
convolution operation to produce the reconstructed sequence
(X̂n), that is,

X̂n = C(Zn). (3)

Through this process, the decoder utilizes reconstruction
error to detect point anomalies from the multisensor measure-
ment.

3) Predictive Network: The predictive network in the MTAD
framework is designed to predict the future values of the sensor
measurements based on the latent feature representation gen-
erated by the stack of transformer-encoder modules. It consists
of a feed-forward network with sigmoid activation (we denote
F(·) the mathematical operator representing the feed-forward
network). More specifically, the predictive network predicts a
vector one time step into the future (x̌[n + 1]) by applying a
linear transformation to the latent representation (Zn), that is,

x̌[n + 1] = F(Zn). (4)

The key capability of the predictive network lies in its ability
to detect point anomalies and sub-sequence anomalies (the
latter being common in multisensor measurements). This dual
detection capability significantly improves the performance.
When paired with the reconstruction decoder, the predic-
tive network provides a robust mechanism for unsupervised
anomaly detection in multisensor data.

4) OT-SVD: To mitigate the impact of noise on anomaly
detection, MTAD employs OT-SVD as a denoising technique
during the training stage. OT-SVD improves anomaly detection
accuracy by helping the MTAD architecture to distinguish
actual anomalies from noise-induced variations in the sensor
measurements. OT-SVD relies on classical SVD of the matrix
(X), that is,

X = U6V T
=

min(S,L)∑
i=1

σi uiv
T
i (5)

where U ∈ RS×S and V ∈ RL×L are orthogonal matrices,
that is, U T U = I S and V T V = I L , and 6 ∈ RS×L is a
non-negative diagonal matrix. The columns of U , denoted
ui , are the left singular vectors of X and correspond to
the eigenvectors of X XT . The columns of V T , denoted vT

i ,
are the right singular vectors of X and correspond to the
eigenvectors of XT X . The diagonal elements of 6, denoted
σi , are the singular values and represent the square roots of the
eigenvalues of XT X or X XT , arranged in descending order
(i.e., σ1 ≥ σ2 ≥ · · · ≥ σmin(S,L)).

In multisensor systems, it is common to observe dependen-
cies among measurements from different sensors (e.g., due to
physical proximity, shared environmental conditions, or inter-
actions within the monitored system). Consequently, it is

realistic to assume that signals captured by the sensors exhibit
low-order structures, which translate into rank deficiency of
the input data matrices. As a result, low-rank approximation
appears to be an appealing strategy for data representation.
We consider the TSVD estimator (also known as partial SVD).
According to the Eckart–Young–Mirsky (EYM) theorem [45],
the optimal rank-r approximation (X̃ (r)) that minimizes the
Frobenius norm is obtained by retaining only the first r
singular values and their associated singular vectors of the
original matrix (X), thus

X̃ (r) = arg min
X̂ : rank(X̂)≤r

∥X − X̂∥2
F (6)

=

r∑
i=1

σi uiv
T
i = Ũ (r)6̃(r)Ṽ T

(r) (7)

where Ũ (r) and Ṽ (r) denote the first r columns of U and V ,
and 6̃(r) contains the leading r × r sub-block of 6.

Selecting the proper rank (r ) is a relevant problem which
can be handled with simple approaches such as selecting the
elbow on the scree plot of the singular values (in decreasing
order) or more advanced methods based on cross-validation
techniques or information-theoretic criteria. We consider an
information-theoretic approach exploiting random matrix the-
ory [46], [47]. A threshold-dependent rank is introduced

r(τ ) = max{i : σi > τ } (8)

with τ > 0, then the optimal threshold (τ ∗) is found by
minimizing the asymptotic1 MSE between the original matrix
and the approximation in (7), that is,

τ ∗ = arg min
τ

lim
S→∞

E
[
∥X − X̃ (r)∥

2
F

]
. (9)

Under the assumption that the measurements are affected by
additive white Gaussian noise, the optimal threshold (τ ∗) is
given by

τ ∗ = ω(ρ)σmed (10)

where σmed is the median singular value, and ω(ρ) is computed
as

ω(ρ) ≈

{
2.858, S = L
0.56ρ3

− 0.95ρ2
+ 1.82ρ + 1.43, S ̸= L

(11)

being ρ = min{S, L}/ max{S, L}.
5) Fusion-Based Detector: MTAD computes the anomaly

score as the sum of the prediction error and the reconstruction
error. Both errors are measured using the ℓ2-norm or Euclidean
distance. The anomaly score (sn) at the generic time step for
a given test data point (x[n]) is given by

sn = αs∥x[n] − x̂[n]∥2 + βs∥x[n] − x̌[n]∥2 (12)

where αs and βs determine the contribution of the individual
scores in the testing phase.

1With respect to the dimension S, representing here the number of sensors.
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D. Loss Functions and Joint Optimization
MTAD employs two networks for loss computation: a

reconstruction network and a latent prediction network. These
networks are trained in an end-end-to-end mechanism, with the
total loss being computed as a linear combination of their indi-
vidual outputs to simultaneously optimize the accuracy of both
reconstruction and prediction, thereby enhancing the ability to
detect different types of anomalies in sensor measurements.

The reconstruction network computes the loss as the MSE
between the low-rank OT-SVD denoised matrix sequences
(X̃n = (x̃[n], x̃[n + 1], . . . , x̃[n + L − 1])) and the recon-
structed sequences (X̂n = (x̂[n], x̂[n + 1], . . . , x̂[n+L−1])).
The loss function for the reconstruction network for a single
sequence is computed as2

Lrec =
1
S

1
L

S∑
k=1

L−1∑
ℓ=0

(
x̃k[n − ℓ] − x̂k[n − ℓ]

)2
. (13)

The reconstruction network aims at reconstructing accurately
normal data samples, with anomalous samples resulting in
larger reconstruction errors.

The latent prediction network employs the transformer
encoder and the predictive network to predict future values
for each sliding window in an autoregressive manner. The
loss is calculated as the MSE between the low-rank OT-SVD
denoised vector (x̃n+1) and the predicted vector (x̌n+1) as
follows:

Lpred =
1
S

S∑
k=1

(
x̃k[n + 1])− x̌k[n + 1]

)2
. (14)

The overall loss function in the MTAD approach lin-
early combines the reconstruction and prediction losses (with
weights α and β controlling the contribution of each loss term)

L = αLrec + βLpred. (15)

The training procedure updates the overall loss function via
back-propagation using batch size of B. The complete pro-
cedure for training the MTAD architecture is summarized in
Algorithm 1.

E. Inference and Anomaly Detection
Anomaly detection (ŷm) is done based on a threshold-based

rule applied to the anomaly score (sm), that is,

ŷm =

{
1, sm > λ∗

0, sm ≤ λ∗
(16)

where the threshold (λ∗) can be selected according to various
strategies. The inference procedure for the MTAD architecture
is summarized in Algorithm 2.

III. EXPERIMENTAL SETUP

In this section, we provide descriptions of the datasets
with the related pre-processing methods. Also, we present
the evaluation metrics, the baseline methods, the training
hyperparameters, and various implementation details.

2This computation is performed in total for (N/L) number of sequences
from the training data.

Algorithm 1 MTAD Training Algorithm
Input: Normal Training Dataset X = (x[1], x[2], . . . , x[N ]),

window size (L), number of epochs (e), batch size (M),
number of batches (b), number of transformer blocks
(LT ), key dimension (dk), number of heads (h), forward
dimension (d f f ), hyperparameters (α, β, ϵ, lr )

Output: Trained MTAD model parameters (Transformer
encoder (Tw), Decoder (Cw), Memory (Fw))

1: Data Pre-processing, resampling, scaling.
2: Tw, Cw,Fw ← initialize model parameters
3: k ← 1
4: repeat
5: for j ← 1 to b = N/B do
6: Zn = T (Xn + P) ▷ Eq. 2
7: X̂n = C(Zn) ▷ Eq. 3
8: x̂[n + 1] = F(Zn) ▷ Eq. 4
9: U, 6, V ← SV D(Xn) ▷ Eq. 5

10: σmed ← median(diag(6))

11: if L ≥ S then
12: ρ ← L/S
13: else
14: ρ ← S/L
15: end if
16: if L = S then
17: τ ∗← 2.858σmed
18: else
19: τ ∗ = ω(ρ)σmed ▷ Eq. 10
20: end if
21: r(τ )← max{i : σi > τ ∗} ▷ Eq. 8
22: X̃n ←

∑r
i=1 σi uiv

T
i ▷ Eq. 7

23: L j,rec ← M SE(X̃n, X̂n) ▷ Eq. 13
24: L j,pred ← M SE(x̃[n + 1], x̌[n + 1]) ▷ Eq. 14
25: L← αL j,rec + βL j,pred ▷ Eq. 15
26: Tw, Cw,Fw ← Tw, Cw,Fw − lr∇L
27: end for
28: k ← k + 1
29: until k = e

A. Datasets
We evaluate the performance of the proposed framework

using three publicly available real-world multisensor datasets.
1) Secure Water Treatment (SWaT) Dataset [48], [49]: It

is collected from a testbed that simulates the physi-
cal process and control system of a real-world water
treatment system. The dataset features diverse network
traffic, sensor, and actuator measurements. It includes
11 days of continuous operation data (seven days of
normal operation and four days under both normal and
attack scenarios).

2) Water Distribution (WADI) Dataset [50]: It is collected
from a testbed that expands upon the SWaT system,
forming a comprehensive and realistic network for water
treatment, storage, and distribution. It includes 16 days
of data (14 days of normal operation and two days under
attack scenarios).

3) Server Machine Dataset (SMD) [31]: It contains server
metrics collected from a large Internet company. The
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Algorithm 2 MTAD Inference Algorithm
Input: Test dataset containing normal and anomaly data: X =

(x[1], x[2], . . . , x[M]), window size (L), True labels: y =
(y1, y2, . . . , yM)T , Threshold (λ∗),

Output: Predicted Labels: ŷ = (ŷ1, ŷ2, . . . , ŷM)T , F1-score,
AUC, AUPR

1: Data Pre-processing, resampling, scaling.
2: for m ← 1 to M do
3: x̂m ← C(T (Xn))

4: x̌m ← F(T (Xn))

5: sm ← αs∥xm − x̂m∥2 + βs∥xm − x̌m∥2 ▷ Eq. 12
6: if sm > λ∗ then
7: ym ← 1
8: else
9: ym ← 0

10: end if ▷ Eq. 16
11: end for

dataset consists of 38 entities representing different
operations of the servers. For our performance analysis,
we used two entities (SMD-1 and SMD-2) of the dataset.
It includes data from five weeks with a 1-min sampling
frequency (both normal operational data and data under
various anomaly scenarios).

4) Soil Moisture Active Passive (SMAP) Satellite
Dataset [51]: It is a labeled MTS dataset from
NASA, and it is used for detecting anomalies in
soil moisture levels. It comprises 55 entities with
25 monitoring metrics. For our analysis, we considered
eight entities from the dataset.

Table I presents a summary of the attributes and statistics of
each dataset.

B. Data Pre-Processing and Tools
We apply some pre-processing steps as downsampling and

feature normalization before the time series are processed
according to the proposed framework.

We perform downsampling using a median filter with a
1-min window size and no overlap, as in [34], for both training
and test data. Labels for the downsampled test data are built
such that a sample is declared anomalous if the corresponding
window contains at least one anomaly, otherwise labeled as
normal. Downsampling both accelerates the training process
of the neural networks and denoises the normal training data.

As for feature normalization, we employed min-max scaling
to ensure stable model training

x =
ξ − ξmin

ξmax − ξmin
(17)

where ξ (resp. x) represents the actual (resp. scaled) measure-
ment, while ξmin and ξmax are the minimum and maximum
measured values in the training set, respectively.

We utilized both the PyTorch and TensorFlow deep-learning
frameworks for model training and evaluation. Additionally,
the scikit-learn machine learning library was used for data pre-
processing. All models were trained in the Google Colab Pro
environment using NVIDIA T4 Tensor Core GPU processors.

TABLE I
SUMMARY OF DATASETS

C. Baseline Methods
To evaluate the performance of the proposed method,

we selected the following state-of-the-art conventional and
deep-learning anomaly detection methods.

1) Isolation forest (IF) [52], that is, an unsupervised
anomaly detection algorithm based on decision trees.

2) One-class support vector machines (OC-SVMs) [53],
that is, a method for anomaly detection building one
hypersphere around normal data points.

3) Multilayer perceptron autoencoder (MLP-AE) [22],
that is, a deep-learning method using a feed-forward
encoder–decoder neural network to reconstruct normal
data and identifying anomalies based on the reconstruc-
tion error.

4) Gated recurrent unit (GRU) [54], that is, an RNN
learning sequential patterns and detecting anomalies by
using the prediction error.

5) Convolutional LSTM (ConvLSTM) [32], [55], that is,
a hybrid neural network combining convolutional and
LSTM layers to capture spatial and temporal patterns
for anomaly detection;

6) UnSupervised anomaly detection (USAD) [34], that is,
a method based on adversarially trained autoencoders.

7) DAGMM [33], that is, a deep-learning architecture made
of a compression network and an estimation network.

8) Multivariate anomaly detection strategy with GAN
(MAD-GAN) [29], that is, an unsupervised method
that uses a generative adversarial network (GAN) to
learn the underlying normal data distribution and detect
anomalies based on the difference between the real data
and the generated data (LSTM used as generator and
discriminator to handle time-series data).

Moreover, we include the following MTAD variants as
baselines to justify the importance of each component in the
framework.

1) MTAD-P: The reconstruction network is ignored, and
only the prediction error is used as an anomaly score,
that is, αs = α = 0.

2) MTAD-R: The latent prediction network is ignored, and
only the reconstruction error is used as an anomaly
score, that is, βs = β = 0.

3) MTAD-W: The OT-SVD block is removed, and the
reconstruction and latent prediction networks employ the
actual noisy matrix as signal reference.

D. Implementation Details
We implement the selected baseline methods using

open-source repositories and our own implementations. The
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TABLE II
MTAD IMPLEMENTATION DETAILS

conventional IF and OC-SVM methods are implemented using
the open-source PyOD python package [56]. IF employs a
100-tree ensemble as its estimator, with each tree performing
splits at a single node using a single feature. For OC-SVM,
we utilize a polynomial kernel with a degree of 5. The MLP-
AE consists of a three-layer encoder and a three-layer decoder.
The input channels are reduced to a 16-D latent space vector,
and the model is trained to minimize the mean square loss
for 100 epochs. For predictive GRU and ConvLSTM deep-
learning models, a look-back of 120 observations is utilized
to predict one-step ahead. Both GRU and ConvLSTM archi-
tectures comprise three layers of stacked cells, each containing
64 neurons. For ConvLSTM, two sub-sequences of 60× steps
are created to apply convolution before feeding the result
into LSTM cells. The USAD method is implemented with
default hyperparameters. The model architecture comprises
one encoder and two decoders, where each module consists of
three linear layers with rectified linear unit (ReLU) activation
functions in between and a sigmoid activation function for the
final layer. The compression network for DAGMM model uses
four-layer encoder and decoder with a 10-D latent space and
hyperbolic tangent activation function. The estimation network
uses a GMM with four mixture components for determining
likelihood. MAD-GAN uses an LSTM network with a depth
of 3 and 100 hidden units for the generator, and a simpler
LSTM network with 100 hidden units and depth 1 for the
discriminator. The dimension of the latent space is 15.

For our proposed MTAD framework, we utilized Tensorflow
KerasTuner [57] for hyperparameters tuning. The model is
trained using the Adam optimizer with a learning rate of
0.01 and a batch size of 64. The number of epochs for training
is set based on the convergence of the loss function. During
back-propagation, we employ mini-batch gradient descent with
the adaptive moment estimation (ADAM) optimizer [58],
using a learning rate of 10−3. To prevent overfitting, an early
stopping criterion is set using a validation split of 5%. In the
hidden layers, we utilize the ReLU as the activation function,
while the output layer of reconstruction and prediction network
employs a Sigmoid function. MTAD implementation details
are given in Table II.

E. Evaluation Metrics
In our performance evaluations, we approach the anomaly

detection problem as a binary classification task using labeled
test datasets. We study the behavior of the various methods
under various common metrics relying on the number of
correctly detected anomalies [i.e., true positives (TPs)], the
number of erroneously detected anomalies (i.e., FPs or false
alarms), the number of correctly identified normal samples
[i.e., true negatives (TNs)], and the number of erroneously

identified normal samples [i.e., false negatives (FNs)]. More
specifically, we define the TP rate (TPR) and the FP rate (FPR)
as

TPR =
TP

TP+ FN
, FPR =

FP
FP+ TN

(18)

while precision (P), recall (R), and F1-score (F1) as

P =
TP

TP+ FP
, R = TPR, F1 =

2 · P · R
P+ R

. (19)

The receiver operating characteristic (ROC) and the
precision–recall (PR) curves (namely the curves describing
TPR-vs.-FPR and P-vs.-R, respectively) offer a complete view
for performance comparison of different approaches, while the
corresponding area bounded by those curves [namely the area
under the ROC curve (AUC) and the area under the PR curve
(AUPR)] is considered as a relevant synthetic indicator for
performance assessment.

Due to the unbalanced nature of anomaly detection problem
(the number of anomalous samples is significantly smaller
than the number of normal samples), we specifically consider
F1 and AUPR as preferable performance indicators.

IV. RESULTS AND DISCUSSION/ANALYSIS

A. Overall Performance
The performance analysis of MTAD and selected baselines

from state-of-the-art methods, as applied to the considered
datasets, is presented in Table III. The values of the F1-score
correspond to the following choice for the threshold:

λ∗ = µ̂s + 3σ̂ s (20)

where µ̂s = (1/N )
∑N

n=1 sn and σ̂ 2
s = (1/N )

∑N
n=1(sn −

µ̂s)
2 represent the maximum-likelihood estimates of the mean

anomaly score and related variance computed from the training
set. It is apparent how the proposed MTAD method outper-
forms all other considered methods, indicating that it best
balances precision and recall. This behavior is also confirmed
in Fig. 5, which shows the ROC performance of the various
considered approaches.

B. Combined Network Performance
We investigate how changing the balance between the

reconstruction and the prediction errors (via the weights α

and β, respectively) in the MTAD architecture affects its
performance. More specifically, performance with different
combinations of the weights on the SWaT dataset is presented
in Fig. 6. It is worth noticing that these results include also
the comparison with the two variants MTAD-P and MTAD-R
(corresponding to the combinations (α = 0, β = 1) and
(α = 1, β = 0), respectively). Results according to different
performance metrics confirm that a proper balance between
reconstruction and prediction capabilities provides additional
benefits with respect to focusing on reconstruction alone or
prediction alone.
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TABLE III
RESULTS ON SWAT, WADI, SMD, AND SMAP DATASETS

Fig. 5. Performance comparison in terms of ROC curves. (a) SWaT. (b) WADI. (c) SMD-1. (d) SMD-2.

Fig. 6. Performance for different reconstruction and prediction coeffi-
cients on the SWaT dataset. (a) F1-score, AUC, and AUPR. (b) ROC
curves.

C. Parameter Sensitivity Analysis
We examine sensitivity of the MTAD architecture to dif-

ferent parameters: the window size (L), the number of
transformer encoders (LT ), and the number of heads (H ). The
results are shown in Fig. 7, where the default configuration for
the fixed parameters is L = 200, LT = 1, H = 2.

As for the window size, we performed experiments with
L ∈ {50, 250} and noticed a general improvement of the per-
formance metrics with the window-size increasing. However,
it is also apparent that a large-size window is also paired with
a large computational cost.

As for the number of transformer encoders, we performed
experiments with LT ∈ {1, 4} and noticed a non-monotonic
relation with the performance metric, indicating that a
more-complex model does not necessarily provide beneficial
effects and might introduce overfitting.

As for the number of heads, we performed experiments with
H ∈ {2, 32} and noticed a non-monotonic behavior of the
performance metric, suggesting similar considerations to the
case with the number of transformer encoders.

This results suggest that hyperparameter optimization is not
trivial for the MTAD architecture and should be carefully
addressed. However, this issue is beyond the scope of this
article.

D. OT-SVHT Analysis
Fig. 8 shows the scree plots for the application of OT-SVHT

to multiple windows with size L = 200 on the SWaT dataset.
The estimated rank ranges between 19 and 25 (where

the overall number of sensors is 51); thus, although the
measurement noise causes the sensor measurements to have
full rank, it is apparent that the sensor measurements are highly
correlated. The threshold for cutting the singular values ranges
between 0.0114 and 0.2799. The variations in the selected rank
(or related optimal singular value cutoff point) suggest that
different windows experience different noise levels.

E. Ablation Study
The ablation study compares the MTAD full architec-

ture and its variant MTAD-W, which omits the OT-SVD
mechanism. The comparison is summarized in Fig. 9, which
apparently clarifies the relevance of the denoising approach
introduced with the use of the OT-SVD.

F. Computational Complexity
The overall computational complexity of the proposed

model is determined by several operations performed across
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Fig. 7. Parameter sensitivity analysis of MTAD. (a) L. (b) LT . (c) H.

Fig. 8. OT-SVD analysis on the SWaT dataset.

Fig. 9. Comparison of MTAD with its variant MTAD-W.

its modules. The OT-SVD process is performed pre-training,
and hence it is not considered for model complexity analysis.
The most computationally intensive operations arise from
the encoder due to attention mechanisms. The computational
complexity of each multihead attention layer is O(L2

· S).
The FFNN within transformers add additional complexity,
typically O(L · S2), depending on the inner dimension. The
total computational complexity scales with the number of
transformer blocks (LT ). The decoder employs 1-D convolu-
tional layers, focusing on reconstructing the input sequence or
generating new sequences based on encoded representations.
The complexity of convolutional layers is O(k ·L ·S2), where k

TABLE IV
COMPARISON OF TRAINING AND INFERENCE

TIMES ON SMAP DATASET

is the kernel size. The predictor is an FFNN, and its complexity
primarily depends on the number of layers, the number of
neurons in each layer, and the operations performed at each
neuron. The complexity is the product of the number of
neurons in the current layer nl and the number of neurons
in the previous layer nl−1, plus the bias term for each neuron
in the current layer, that is, O(nl−1 ·nl+nl). Table IV presents
a comparative analysis of training and inference times of the
proposed model and baseline models, with MTAD exhibiting a
notable reduction in inference and training time in comparison
to alternative methods.

More specifically, we stress that the complexity is poly-
nomial both with respect to the number of sensors and the
length of the sequence, thus posing no critical issue related
to scalability when dealing with large-scale multisensor data
in real-world applications. Optimizations such as reducing
sequence length, dimensionality reduction techniques, or effi-
cient attention mechanisms can help manage model efficiency
and scalability.

V. CONCLUSION

The proposed MTAD architecture is a novel framework
designed to effectively detect multiple types of anomalies in
sensor measurements. It combines a reconstruction network
and a latent prediction network focusing on point anomaly
detection and sub-sequence anomaly detection, respectively.
Also, MTAD addresses the challenge of noisy sensor
measurements by utilizing OT-SVD, while spatio-temporal
dependencies between sensors are exploited via a multihead
self-attention network. In addition, the MTAD framework
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combines multiple anomaly scoring techniques into an end-
to-end training procedure. This integration ensures robust
anomaly detection by leveraging the strengths of different
scoring methods. In general, the proposed MTAD framework
combines different advantages of several approaches resulting
in a very effective approach for anomaly detection in multi-
variate time series from sensor measurements.
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